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Guidelines governing anti-money laundering and counter-terrorism
financing
The Customer_understands and agrees that for the purpose of preventing

money

laundering and combating the financing of terrorism, the Bank

may conduct the following measures (including but not limited to
scheduled and/or unscheduled reviews, investigations and reporting) on
the Customer and the Customer’s affiliates (including but not limited to

corporate representatives, top-level managers, beneficial owners, legal

representatives, guardians, auxiliaries, or authorized persons, same as

below)

in accordance with the Money Laundering Control Act, the

Counter-Terrorism Financing Act, the Regulations Governing Internal
Audit and Internal Control System of Anti-Money Laundering and
Countering Terrorism Financing of Banking Business and Other Financial
Institutions Designated by the Financial Supervisory Commission, the
Regulations Governing Anti-Money Laundering of Financial Institutions
of the R.0.C and “Model Guidelines for Banks' Anti-Money Laundering
and Counter Terrorism Financing Policies and Procedures”:

1. When the Customer is a corporate account,
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The Customer shall provide the Bank with the identity of the
ultimate beneficial owner as a natural person and agree to provide
the register of shareholders, proof of capital contribution or other
documents of shareholding or capital contribution (including but
not limited to the register of shareholders of the corporation, the
structure of shareholding or control, beneficial owners whose
direct and indirect shareholding exceeds 25% and the reasons for
the establishment of the multi-tier shareholding structure). The
identity of the ultimate beneficial owner as a natural person
provided by the Customer is correct, and the Customer shall
initiate the change with the Bank if there is any subsequent change.
The Customer shall declare whether bearer shares may be issued.
Where bearer shares have been issued, the bearer shares shall be
converted to registered shares, or deposited with a regulated
financial institution or professional intermediary, or the
shareholder with control of the bearer shares shall be required to
notify the Customer to ensure that the beneficial owner is updated.

2. The Bank shall not be liable to the Customer or the Customer's
affiliates for any damages under the following circumstances:
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Where the Bank discovers that the Customer is an individual, a
legal entity or a body subject to sanctions under Counter-
Terrorism Financing Act, the Bank must immediately freeze the
funds, property or property interests in relation to all business
activities and services governed by the General Agreement, which
includes but not limited to fund transfers, trust services, ATM
cards/VISA debit cards, telephone banking, internet/mobile
banking, and fund management accounts of NTD, Foreign
Currency Deposits and Gold Passbook accounts in accordance
with the law.

Where the Bank discovers that the Customer’s affiliates is subject

3)

to_sanctions under Counter-Terrorism Financing Act, or is a
terrorist or group of terrorism identified or pursued by a foreign
government or international anti-money laundering organizations,
or the Customer is a terrorist or group of terrorism identified or
pursued by a foreign government or international anti-money
laundering organizations, the Bank may restrict or terminate all
or part of business activities and services governed by the General
Agreement, which includes but not limited to fund transfers, trust
services, ATM cards/VISA debit cards, telephone banking.
internet/mobile banking, and fund management accounts of NTD,
Foreign Currency Deposits and Gold Passbook accounts then give
a notice to the Customer.

During any ongoing customer due diligence or when the Bank

deems it necessary, the Bank may require the Customer and the
related party of the Customer to provide the necessary information
for the reviews or to explain the nature and the purpose of
transactions or the source of funds. If the Customer or the
Customer’s affiliates refuse to cooperate with the review, decline
to provide the information of the ultimate beneficial owner(s) or
the individual(s) exercising control of the Customer, or fail to
explain the nature and the purpose of transactions or the source of
funds, the Bank may, after notifyving the Customer, at its discretion
restrict or suspend all or part of the business activities and services
governed by the General Agreement, which includes but not
limited to fund transfers, trust services, ATM cards/VISA debit
cards, telephone banking, internet/mobile banking, and fund
management accounts of NTD, Foreign Currency Deposits and
Gold Passbook accounts.

(4) Where the Customer is subject to special status under the Bank's

control, or is related to the aforementioned purposes, the Bank
may transmit information relating to any transaction between the
Customer and the Bank, information relating to the Customer and
the Customer's associates to the Bank, its branches, its affiliates
and other parties to whom the Bank may be legally obligated or
authorized by the competent authorities (hereinafter referred to as
""the Recipient") for confidential use (including, but not limited to,
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Guidelines governing anti-money laundering and counter-terrorism
financing

The Customer agrees that for the purpose of preventing money
laundering and combating the financing of terrorism, the Bank may
conduct the following measures (including but not limited to scheduled

and/or unscheduled reviews,

investigations and reporting) in

accordance with the Money Laundering Control Act, the Counter-
Terrorism Financing Act, the Regulations Governing Internal Audit
and Internal Control System of Anti-Money Laundering and
Countering Terrorism Financing of Banking Business and Other
Financial Institutions Designated by the Financial Supervisory
Commission and the Regulations Governing Anti-Money Laundering
of Financial Institutions of the R.O.C:

1.

When the Customer is a corporate account,

(1) The Customer shall provide the Bank with the identity of the
ultimate beneficial owner as a natural person and agree to
provide the register of shareholders, proof of -capital
contribution or other documents of shareholding or capital
contribution (including but not limited to the register of
shareholders of the corporation, the structure of shareholding
or control, beneficial owners whose direct and indirect
shareholding exceeds 25% and the reasons for the
establishment of the multi-tier shareholding structure). The
identity of the ultimate beneficial owner as a natural person
provided by the Customer is correct, and the Customer shall
initiate the change with the Bank if there is any subsequent
change.

(2) The Customer shall declare whether bearer shares may be
issued. Where bearer shares have been issued, the bearer shares
shall be converted to registered shares, or deposited with a
regulated financial institution or professional intermediary, or
the shareholder with control of the bearer shares shall be
required to notify the Customer to ensure that the beneficial
owner is updated.

The Bank shall not be liable to the Customer or the Customer's

affiliates (including but not limited to corporate representatives,

top-level managers, beneficial owners, legal representatives,
guardians, auxiliaries, or authorized persons) for any damages
under the following circumstances:

(1) Where the Bank discovers that the Customer or any of the
Customer's affiliates is an individual, a legal entity or a body of
persons subject to economic or trade sanctions imposed by any

country or international organization, or a terrorist individual
or group identified or pursued by the government of the

Republic of China or by a foreign government or international
organization, the Bank reserves the right to refuse to conduct
business with the Customer or to close the account without
further notice to the Customer.

During the course of or after the establishment of the business
relationship, as well as in connection with any scheduled and/or
unscheduled reviews by the Bank, any transactions between the
Customer and the Bank, or when the Bank deems it necessary
(including, but not limited to, when the Customer is suspected
of unusual transactions, involvement in illegal activities, money
laundering or financing of terrorism or weaponry
proliferation, or special cases of illegal activity reported in the
media), the Bank may require the Customer to provide the
necessary information (including such personal information as
may be necessary for the review) about the Customer and the
Customer's associates within the time period specified by the
Bank, or request a description of the nature and purpose of the
transaction, the source of funds, or provide supporting
documentation. The Bank reserves the right to suspend
business relationships and transactions, or terminate business
relationships or close the account without further notice to the
Customer if the Customer refuses to provide or delays in
providing the aforementioned information or if the Bank deems
it necessary (e.g., risk control, the Customer is involved in
illegal activities, the Customer is suspected of being involved in
money laundering or financing of terrorism or weaponry
proliferation, or special cases where the account is associated
with illegal activity reported in the media, or the Bank is aware
that the Customer has been rejected by another financial
institution, or the Customer's identity has been terminated).
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Where the Customer is suspected of money laundering, is
subject to economic or trade restrictions/sanctions imposed by
any country or international organization, is subject to special
status under the Bank's control, or is related to the
aforementioned purposes, the Bank may transmit information
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in connection with the provision of any services and for the
purposes of data processing, statistics and risk analysis). The
Recipient may process, transfer and disclose the aforementioned
information as required by law, competent authorities or legal
process.

relating to any transaction between the Customer and the
Bank, information relating to the Customer and the
Customer's associates to the Bank, its branches, its affiliates
and other parties to whom the Bank may be legally obligated
or authorized by the competent authorities (hereinafter
referred to as ''the Recipient") for confidential use (including,
but not limited to, in connection with the provision of any
services and for the purposes of data processing, statistics and
risk analysis). The Recipient may process, transfer and disclose
the aforementioned information as required by law, competent
authorities or legal process.




